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RESUMO: A expansio da satide digital tem reposicionado a inteligéncia artificial (IA) como
eixo central dos sistemas de cuidado contemporineos, ampliando capacidades diagnésticas, de
monitoramento e de gestdo populacional. Este artigo tem como objetivo analisar criticamente
os desafios éticos da IA na satde digital, a partir da tensio entre cuidado e vigilincia,
mobilizando o conceito de pandptico digital como chave analitica. Trata-se de um ensaio
tedrico-critico, de abordagem qualitativa e interdisciplinar, fundamentado em revisio narrativa
da literatura cientifica e em documentos normativos. Os resultados indicam que a automagio
algoritmica do cuidado intensifica processos de dataficagio, vigilincia continua e
autogerenciamento da vida, deslocando a centralidade da experiéncia subjetiva do adoecimento
e tensionando a dimensdo relacional da clinica. Evidenciam-se ainda desafios relacionados a
opacidade algoritmica, viés, governanca de dados e responsabilizacdo. Conclui-se que uma
incorporagio eticamente sustentdvel da A em satide exige governanga democritica de dados,
coordenacdo multissetorial, centralidade do paciente e reafirmac¢io do cuidado como pritica

ética e politica.
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1. INTRODUCAO

A expansio da satde digital tem reposicionado a inteligéncia artificial como um dos
principais vetores de inovacdo nos sistemas de satide contemporineos. Este cenario impulsiona
a adogdo de algoritmos de triagem, sistemas de apoio a decisio clinica, prontudrios eletrénicos
inteligentes, dispositivos vestiveis e plataformas de monitoramento remoto. De certo, essas
tecnologias sio frequentemente apresentadas sob o discurso da eficiéncia, da precisio
diagnédstica e da otimizagio de recursos, consolidando-se como solucdes estratégicas para a
gestdo do cuidado e a ampliagdo do acesso aos servigos de satide (Organizacido para a Cooperagio
e Desenvolvimento Econémico, 2024).

Entretanto, essa transformagio tecnolégica nio se configura como um processo neutro,
uma vez que reestrutura modos de cuidado, redefine a posi¢do do sujeito em satide e reconfigura
relacgdes de poder no interior dos sistemas sanitdrios. Ao ampliar a capacidade de
monitoramento continuo e de andlise preditiva, a incorporacdo da inteligéncia artificial e da
digitalizagdo intensifica praticas de vigilincia e controle institucional, tensionando principios
éticos fundamentais e deslocando o cuidado de uma légica relacional para modelos cada vez
mais mediados por dispositivos algoritmicos (Organizagio Mundial da Sadde, 2021).

Nesse contexto, consolida-se o conceito de panoptico digital como uma atualizacdo das
légicas de vigildncia formuladas por Michel Foucault, agora transpostas para um ambiente
algoritmico caracterizado pela coleta massiva de dados, pela anélise preditiva e pelo
monitoramento continuo. Diferentemente do panoptismo cléssico, restrito a espacos fisicos e
institui¢des disciplinares, o panéptico digital opera de forma difusa, em rede e ubiqua,
configurando-se como uma tecnologia de governo dos corpos e das popula¢es mediada por
sistemas computacionais e infraestruturas digitais (Bashir, 2021).

No campo da sadde, essa dinidmica adquire contornos éticos particularmente sensiveis,
em razdo do cariter intimo e existencial dos dados produzidos sobre o adoecer, o viver e o
morrer. A incorporacio de dispositivos de monitoramento remoto intensifica uma forma de
“vigilancia liquida”, na qual as fronteiras entre os agentes observadores tornam-se cada vez
mais difusas, tensionando principios bioéticos como autonomia, privacidade e justica no
cuidado em sadde (Organizacdo Mundial da Satde, 2021).

Nessa perspectiva, a no¢do de panéptico digital atualiza o conceito foucaultiano de
vigilincia ao deslocar a vigildncia de estruturas fisicas e arquitetdnicas para redes digitais e

algoritmos onipresentes, mantendo o conceito de forma continua e invisivel. Diferentemente
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do panéptico cldssico, baseado na centralidade espacial da observagio, o panéptico digital opera
por meio da coleta massiva de dados e da anélise preditiva, transferindo o controle do espaco
fisico para a légica informacional e algoritmica que orienta a governanga contemporinea dos
sujeitos (Manokha, 2018).

Diante disso, este artigo tem como objetivo analisar os desafios éticos associados a
incorporagio da inteligéncia artificial na saidde digital, tomando como eixo analitico a tensdo
entre praticas de cuidado e dispositivos de vigilincia. Parte-se da problematizacio da
constituicio de um pandptico digital, relacGes de poder e a prépria organizacdo do cuidado em
satude. Ao fazé-lo, o estudo discute os impactos dessa configuracio sobre os processos de

governanca de dados em satde, dos principios bioéticos, normativos e democriticos.

2. REFERENCIAL TEORICO

2.1 Do panoptismo foucaultiano ao panéptico digital: vigildncia, autovigilincia e poder
algoritmico

O conceito de panoptismo, formulado por Michel Foucault a partir do projeto
arquitetdnico de Jeremy Bentham, constitui um eixo analitico central para a compreensio das
dinimicas modernas de vigilincia. Originalmente concebido como uma estrutura prisional
fundada na observacdo permanente, o pandptico foi reinterpretado por Michel Foucault, em
Vigiar e Punir, como uma tecnologia de poder que ultrapassa os limites do espaco carcerario
(Bashir, 2021).

Nessa releitura, o panoptismo configura-se como um principio generalizivel de
organizagdo social, presente em institui¢cdes como escolas, hospitais e fibricas, orientado pela
vigilancia continua e pela normalizagio dos comportamentos. A eficicia desse modelo reside
na internaliza¢io do olhar vigilante, que induz os sujeitos a autodisciplina e ao autocontrole,
dispensando a coergdo fisica direta.

A contribui¢io de Manokha (2018) é central para a atualizagio da leitura foucaultiana do
panoptismo, ao destacar que interpretacdes que o reduzem a uma técnica de dominagio externa
desconsideram um elemento fundamental do pensamento tardio de Foucault: as tecnologias do
eu. No ambiente digital, a vigildncia passa a operar nio apenas por coer¢io direta, mas por meio
de processos nos quais os préprios individuos internalizam normas e passam a regular seus
comportamentos, discursos e praticas, exercendo poder sobre si mesmos mesmo na auséncia de

um agente vigilante visivel.
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Esse mecanismo ¢ intensificado pelo chamado efeito inibidor, caracteristico das
sociedades digitalizadas, no qual a possibilidade permanente de monitoramento leva a
autocensura e  autovigilincia. Nesse contexto, sujeitos restringem opinides, buscas e interagdes
online por receio de retaliagdes futuras ou de enquadramentos algoritmicos indesejados,
reforcando formas sutis de controle e normalizacdo que operam de maneira difusa e
internalizada.

Assim, ao assumir a possibilidade constante de estar sendo observado, o individuo torna-
se agente de sua prépria sujei¢cdo, conformando-se espontaneamente a padrdes normativos de
conduta. O panéptico, concebido como uma méquina de poder que atua sobre a mente, induz a
autodisciplina e ao autocontrole ao tornar incerta a vigilincia. Com isso, dispensa a coercido
fisica direta e revelando o cariter produtivo, difuso e internalizado do poder disciplinar que
estrutura a sociedade moderna (Bashir, 2021).

Portanto, no contexto contemporineo, a digitaliza¢do da vida social e a expansido das
tecnologias de informacdo e comunicagio promoveram uma profunda reconfiguragio das
légicas de vigildncia. Conforme argumenta Bashir (2021), a vigilincia deixa de ser
predominantemente fisica e espacial para assumir uma forma distribuida, em rede e mediada
por tecnologias digitais, ampliando de modo exponencial a capacidade de observacdo exercida
por Estados, corporacdes e plataformas tecnolégicas.

Nesse cenirio, a coleta massiva de dados consolida-se como a principal matéria-prima
do chamado capitalismo de vilgilincia, no qual a monitoragio continua dos individuos é
intrinseca a légica de acumulacio e lucro. Tal dinidmica aprofunda assimetrias de poder, uma
vez que grandes empresas passam a controlar infraestruturas centrais da vida digital e a definir
padrdes técnicos que, muitas vezes, se sobrepdem a objetivos de interesse publico e as diretrizes
das politicas sociais (Organizagio Mundial da Sadde, 2021).

Essa transformacgio define o conceito do panéptico digital, caracterizado pela coleta
massiva de dados, pela anilise algoritmica e pela invisibilidade dos mecanismos de controle. Ele
envolve o poder algoritmico contemporineo com o processamento de Big Data, por volumes
elevados, velocidade e wvariedade informacional. Isso possibilita a classificagio, o
monitoramento e a predicio de comportamentos por meio de sistemas automatizados que
convertem dados em decisdes e recomendacdes.

Além disso, no campo da satde digital, o panéptico digital manifesta-se de forma

particularmente sensivel, uma vez que tecnologias de monitoramento e inteligéncia artificial
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produzem um regime de visibilidade continua do corpo, do comportamento e da vida cotidiana.
Nesse contexto, o sujeito em satide passa a ser permanentemente observado e comparado a
padrdes normativos de risco, desempenho e adesdo terapéutica, fazendo com que o cuidado se
articule a préticas de vigilincia algoritmica e tornando cada vez mais extensa a fronteira entre
prevencio, controle e normalizacio.

Desse modo, o Collective Action for Responsible Al in Health, da Organiza¢io para a
Cooperacio e Desenvolvimento Econémico - OECD (2024) sugere que para diminuir os riscos
associados a inteligéncia artificial na saide digital, torna-se imprescindivel a ado¢io de uma
abordagem de IA responsivel. Esta, fundamenta-se na governanca ética dos dados e no
engajamento efetivo dos pacientes ao longo de todo o ciclo de desenvolvimento e
implementagio das tecnologias. Tal governanca deve assegurar que o poder algoritmico seja
orientado pela promog¢io do bem-estar, da equidade e da transparéncia, preservando a
centralidade do julgamento humano nas decisGes clinicas e estratégicas de maior relevincia

(Organizagio Mundial da Satdde, 2021).

2.2 Inteligéncia artificial em sadde, ética e governanca: entre cuidado, vigilincia e
responsabiliza¢do

A incorporagio da inteligéncia artificial aos sistemas de saide tem sido acompanhada
por um crescente esforco normativo e ético para orientar seu desenvolvimento e uso. O relatério
Ethics and Governance of Artificial Intelligence for Health, da Organizagdo Mundial da Saude -
OMS (2021), destaca que, embora a IA apresente elevado potencial para ampliar o acesso,
melhorar diagnésticos e fortalecer sistemas de satide, sua ado¢do sem salvaguardas éticas
adequadas pode aprofundar desigualdades, comprometer a autonomia dos pacientes e fragilizar
direitos fundamentais.

Nesse sentido, a Organizacio Mundial da Sadde (2021) estabelece principios centrais
para o uso ético da inteligéncia artificial em satde, destacando a prote¢io da autonomia humana,
a promogio do bem-estar e da seguranca, a transparéncia e explicabilidade dos sistemas, a
responsabilizacdo (accountability), a equidade e a sustentabilidade. A centralidade desses
principios é reforcada pelo fato de que muitos sistemas de IA operam como caixas-pretas
algoritmicas, cujos processos decisérios permanecem opacos até mesmo para desenvolvedores,
o que desafia a confianca de profissionais de satide e pacientes e amplia os riscos éticos

associados a sua adocdo.
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Além disso, a governanga dos dados em satde é aprofundada pelas diretrizes da
Organizagio para a Cooperagio e Desenvolvimento Econémico - OECD (2024), que destacam
a necessidade de estruturas institucionais robustas diante da crescente interconexio de dados
clinicos, administrativos, gendmicos e comportamentais. O relatério Health Data Governance
for the Digital Age enfatiza que o uso desses dados para fins de interesse ptblico deve ser
equilibrado com a protecdo da privacidade e das liberdades individuais, constituindo um eixo
central para a adocdo ética e sustentdvel das tecnologias digitais em satdde. No entanto, a
auséncia de marcos claros de governanca favorece a concentra¢io de poder informacional, a
fragmentacdo regulatéria e o uso opaco de dados sensiveis (Organizagio para a Cooperacio e
Desenvolvimento Econémico, 2022).

O documento Collective Action for Responsible Al in Health, da Organizagio para a
Cooperagio e Desenvolvimento Econémico - OECD(2024), ressalta que os riscos associados a
inteligéncia artificial em satide nio podem ser enfrentados exclusivamente por solucdes
técnicas. A responsabilizagio ética da IA requer, portanto, agdo coletiva, coordenagio
institucional, politicas publicas consistentes e engajamento dos diferentes atores sociais,
reconhecendo que o valor transformador dessas tecnologias depende fundamentalmente de
mudancas culturais e institucionais orientadas por principios éticos e democriticos
(Organizagio para a Cooperacdo e Desenvolvimento Econdmico, 2024).

Desse modo, a governanga ética da inteligéncia artificial relacionada a satdde
fundamenta-se em eixos centrais. Estes incluem a prote¢io da autonomia humana, a promocio
do bem-estar e da seguranca, a transparéncia e explicabilidade dos sistemas, a responsabilizagio
(accountability), a equidade e inclusdo, e a sustentabilidade. Tais principios visam assegurar que
decisdes clinicas permanecam sob controle humano, que os sistemas sejam seguros,
compreensiveis e auditdveis, e que contribuam para um cuidado socialmente justo,
ambientalmente responséivel e tecnicamente sustentivel (Organizagio Mundial da Satde,
2021).

Diante disso, estudos recentes em satde digital indicam que a centralidade do paciente
e o engajamento social tendem a ser secundarizados em ecossistemas tecnolégicos orientados
predominantemente pela eficiéncia e pela inovacdo acelerada. A fragmenta¢io da governanga
de dados e as assimetrias de poder entre desenvolvedores, sistemas de sadde e usuérios

favorecem a naturalizacdo da vigilincia algoritmica como parte do cuidado, tornando
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indissocidvel a ética da inteligéncia artificial em satide de uma critica ao pandptico digital e aos
novos regimes de controle e normalizagio dos sujeitos (West et al., 2025).

Nesse contexto, para que os principios éticos se concretizem, a literatura aponta a
necessidade de uma mudanca de paradigma, deslocando o foco da inovagio tecnolégica em si
para uma légica orientada a resultados de satide e 4 dignidade humana. Assim, o engajamento
efetivo dos pacientes e das comunidades afetadas constitui um elemento central para a
construgio de confianca e para a responsabilizacdo ética da IA, entendida ndo como um adendo
técnico, mas como um compromisso politico e social voltado 4 promogio da equidade e do

cuidado humanizado (Organizagio para a Cooperagio e Desenvolvimento Econémico, 2024).

3. METODOLOGIA

Trata-se de um ensaio tdrico-critico, de natureza qualitativa e caréter interdisciplinar,
ancorado nos campos da bioética, da saide coletiva, dos estudos criticos da tecnologia e da
propriedade intelectual. O estudo é sustentado por uma revisio narrativa de literatura cientifica,
adotando uma abordagem interpretativa e critica. A anélise orienta-se pela construcio de
categorias analiticas capazes de iluminar os impactos éticos, sociais e politicos da inteligéncia
artificial na sadde digital, tais como vigilincia algoritmica, pandptico digital, governanca de
dados em satde, opacidade algoritmica (black box), accountability e justica algoritmica.

A literatura cientifica foi consultada nas bases PubMed/PMC, com foco em satide, ética
e inteligéncia artificial; SciELO, privilegiando a producdo latino-americana e brasileira;
periédicos especializados em sadde digital, como os da familia JMIR; e portais de grandes
editoras académicas, a exemplo de ScienceDirect e The Lancet Digital Health. Paralelamente,
foram analisados documentos normativos e marcos regulatérios, provenientes de organismos
internacionais de alta credibilidade, como a Organizagio Mundial da Sadde (OMS/WHO) e a
Organizagido para a Cooperacio e Desenvolvimento Econdmico (OECD). No contexto de um
ensaio tedrico-critico, esses documentos foram tratados como textos estruturantes para a
discussdo de principios relacionados a direitos humanos, justica, transparéncia, supervisio
humana, protecdo de dados e governanga ética da inteligéncia artificial.

A estratégia de busca utilizou descritores em portugués e inglés, combinados por
operadores booleanos, de modo a abranger varia¢des terminolégicas consolidadas na literatura.
Foram empregados termos como “satde digital” e “digital health”; “inteligéncia artificial em

saude”, “artificial intelligence”, “machine learning”, “clinical decision support” e “generative
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AT”; “bioética”, “ethics” e “bioethics”; “vigilincia algoritmica”, “algorithmic surveillance”,
“surveillance” e “surveillance medicine”; “pandptico digital” e “digital panopticon”; além de
“governanca de dados em satde”, “health data governance”, “data governance” e “health data
protection”.

Foram incluidas publicacées datadas entre 2021 e 2026, incluindo artigo que abordassem
a aplicagdo da inteligéncia artificial na saide e suas implicagdes éticas, como viés algoritmico,
transparéncia, privacidade, responsabilidade, confianga e justica. Também foram considerados
estudos que tratassem de préticas de vigildncia e monitoramento em satde, como o uso de
wearables, rastreamento digital e autovigilincia, bem como anilises que, direta ou
indiretamente, dialogassem com a nogdo de pandptico digital em contextos sanitarios.

Com isso, foram excluidos estudos de caréter estritamente técnico, sem problematizagio
ética ou discussio sobre governanca; trabalhos publicados fora do recorte temporal estabelecido;
e textos de baixa rastreabilidade cientifica, como contetidos opinativos nio revisados por pares
ou materiais sem metadados confidveis.

O processo de selecio e sintese compreendeu, inicialmente, a triagem por titulo e
resumo, com foco nos conceitos centrais de inteligéncia artificial em sadde, ética, vigilincia e
governanca. Em seguida, procedeu-se a leitura analitica integral dos textos selecionados, a
extracdo interpretativa de eixos temdticos, sem recurso a técnicas estatisticas, e, por fim, a
constru¢io de categorias analiticas, articulando criticamente a literatura cientifica e os

documentos normativos, de modo a sustentar a discussio tedrica.

4. RESULTADOS E DISCUSSAO

A anilise integrada dos documentos evidencia que a expansio da satde digital,
impulsionada pela inteligéncia artificial, tem reconfigurado profundamente as praticas de
cuidado, deslocando-as para regimes de monitoramento continuo. Embora essas tecnologias
sejam frequentemente apresentadas como instrumentos de empoderamento, prevengio e
personalizagdo, os estudos convergem ao demonstrar que elas operam simultaneamente como
dispositivos de vigilincia algoritmica, configurando o que a literatura critica denomina de
pandptico digital. A partir dessa compreensdo, os achados foram organizados em categorias

analiticas centrais, apresentadas a seguir.
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3.1 Saude digital, vigilincia algoritmica e autogerenciamento da vida: do cuidado ampliado ao
panéptico digital

A literatura analisada converge ao indicar que a satide digital contemporinea se estrutura
a partir da centralidade dos dados e da automacio algoritmica do cuidado. Sistemas de
inteligéncia artificial ampliam significativamente as capacidades de diagnéstico,
acompanhamento clinico e gestio populacional, sobretudo em contextos de envelhecimento,
doengas crénicas e escassez de recursos assistenciais. Assim, estudos empiricos e revisdes
qualitativas mostram que tais tecnologias podem favorecer a sensagio de seguranca, autonomia
funcional, adesdo terapéutica e acesso ampliado aos servigos (Modolo; Carvalho; Dias, 2023;
Wang et al.,2025).

Nesse contexto, a satide digital consolida um novo arranjo sociotécnico do cuidado, no
qual a incorporacio da inteligéncia artificial amplia as capacidades de prevencio, estratifica¢do
de risco e acompanhamento longitudinal. Embora essa promessa de “cuidado ampliado” seja
frequentemente justificada por ganhos de eficiéncia e personalizacio, a literatura evidencia que
ela se sustenta em uma infraestrutura de dataficacio que converte o corpo, as condutas e o
cotidiano em fluxos continuos de dados passiveis de monitoramento e anélise algoritmica
(Conceicio et al., 2025; Van Kessel et al., 2025)

Portanto, a vigilincia algoritmica emerge como eixo estruturante da sadde digital, uma
vez que a coleta continua de sinais biométricos e comportamentais sustenta modelos preditivos
capazes de gerar classificacSes de risco, alertas e recomendacdes automatizadas. Com isso, o
cuidado passa a ser mediado por métricas, scores e padrdes normativos, reordenando a pratica
clinica segundo uma légica de governanca por indicadores e tensionando a centralidade da
narrativa do adoecimento e a dimensio relacional do encontro terapéutico (Modolo; Carvalho;
Dias, 2023).

Os estudos sobre self-tracking oferecem base conceitual para compreender esse
deslocamento ao definir a pritica como coleta, representagio e andlise numérica de dados
pessoais por dispositivos digitais, cujas implicacdes éticas extrapolam a autonomia individual.
A sintese da literatura evidencia que a quantificacdo do eu envolve questdes centrais de
privacidade, vigilincia e potenciais danos, configurando-se nio apenas como uma pritica
técnica, mas como um dispositivo moral e politico que orienta condutas e reorganiza relagdes

de poder e regulagio (Wieczorek et al., 2023).
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Além disso, essa arquitetura incentiva a internaliza¢io da vigilancia, pois os sujeitos sdo
induzidos a autogerenciar sua satide segundo parimetros que parecem neutros, mas operam
como normas de desempenho e produtividade. Nessa chave, o autoconhecimento prometido
pelo self-tracking pode se converter em autovigilincia: metas, painéis e comparag¢des continuas
reorientam a percepc¢io corporal, deslocando a confianca da experiéncia sensivel para os
indicadores. Em termos foucaultianos, trata-se de uma atualizac¢do do biopoder, agora operado
por infraestruturas digitais que tornam a vida governavel por dados (Fornasier; Silva; Brun,
2024).

Outro eixo central identificado nos artigos refere-se & producio de uma memodria
algoritmica persistente. Diferentemente dos registros clinicos tradicionais, os dados digitais
tendem a permanecer armazenados por tempo indeterminado, fora do controle direto dos
usuérios, podendo ser reutilizados em contextos distintos daqueles que motivaram sua coleta
original. Essa perenidade intensifica assimetrias de poder entre pacientes, profissionais,
institui¢des de saide, desenvolvedores tecnolégicos e corporacdes de dados, ampliando riscos
de discriminagdo algoritmica, estigmatizagdo e uso secundério indevido das informagdes (Seo,
2025).

Assim, a dimensio pandptica do fendmeno se torna mais inteligivel quando articulada a
leitura contemporinea do panoptismo como regime de adesdo voluntdria. O panéptico digital,
em vez de restringir liberdade por coer¢io direta, tende a explori-la por meio de incentivos,
exposicio e participagio continua: o sujeito nio apenas aceita ser observado, mas é pressionado
a produzir visibilidade para existir socialmente. Essa dinidmica foi sintetizada por leituras que
destacam a abertura permanente das plataformas e a substitui¢io de formas explicitas de
punicio por economias afetivas (prazer, reconhecimento, pertencimento) que sustentam a
autoexposigao.

No campo da sadde, essa “voluntariedade” aparece como moralizagio do autocuidado:
monitorar-se é apresentado como responsabilidade, e recusar a coleta pode ser interpretado
como negligéncia. Com isso, a vigilincia tende a se naturalizar como condicio ticita do cuidado,
deslocando o foco do direito 4 privacidade e 4 autodeterminac¢io para uma governanca centrada
em desempenho, adesio e conformidade a padrdes algoritmicos (Wieczorek et al., 2023).

Esse mecanismo ¢é intensificado pela circulagio de discursos biomédicos e
psicopatolégicos em ecossistemas digitais, os quais produzem posi¢des de sujeito e ampliam

processos de medicalizagio. Com isso, evidéncias empiricas indicam que plataformas e
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comunidades biossociais funcionam como espacos de ancoragem e reforco de enunciados
biomédicos, favorecendo a expansio diagnéstica e a constitui¢io de biocidadanias digitais-
informacionais. Assim, a adesdo voluntaria 4 autovigildncia e ao autorrastreamento internaliza
normas de conduta e converte a experiéncia subjetiva em um ativo informacional permanente
(Quadros; Manske, 2024).

Entretanto, com a incorporacio recente de sistemas de inteligéncia artificial generativa,
as preocupacdes éticas tornam-se mais complexas. Observa-se a intensificacdo da opacidade
algoritmica (black boxes), bem como riscos de erro, alucinagio e vulnerabilidades de seguranga.
Soma-se a isso a dificuldade de definicdo clara de responsabilidades em decisdes mediadas por
sistemas automatizados. Porém, a literatura em satde digital destaca a necessidade de traduzir
principios éticos em procedimentos operacionais e critérios verificdveis, o que tem motivado a
proposi¢do de checklists e instrumentos de avaliagdo para orientar a pesquisa a implementagio
responsavel dessas tecnologias em contextos de alto risco (Ning et al., 2024).

Nesse contexto, a satde digital inaugura um campo ambivalente: amplia capacidades
assistenciais e preventivas, mas reconfigura o cuidado em direcdo a regimes de monitoramento
continuo e governanga por dados. O “pandptico digital” torna-se, assim, menos uma metéfora
e mais um paradigma analitico para compreender como a gestdo algoritmica da vida desloca
fronteiras entre cuidado, controle e normalizacdo. Essa compreencio exige cada vez mais
aprofundamento e contrapesos éticos, regulatdrios e institucionais a altura da centralidade dos

dados e do poder algoritmico na satide contemporinea.

4.2 Desafios éticos, governanca de dados e responsabiliza¢io na inteligéncia artificial em saiide

A anilise do evidencia que os desafios éticos da inteligéncia artificial em satide nio se
restringem a limita¢des técnicas. Eles decorrem do papel crescente dos sistemas algoritmicos na
mediacdo de decisdes clinicas e na organizagio dos fluxos assistenciais. Esses sistemas também
contribuem para a redistribui¢do de poder entre profissionais, pacientes, institui¢des e empresas.
Com isso, embora a IA seja amplamente incorporada como ferramenta de apoio ao diagnéstico,
a decisdo e ao cuidado, persiste significativa apreensdo ética entre profissionais de satde,
especialmente quanto as responsabilidades legais e as implica¢es morais associadas ao seu uso
(Conceigio et al., 2025).

No entanto, os desafios éticos da [A em satide extrapolam limita¢es técnicas, situando-

se na forma como esses sistemas reconfiguram a mediagdo das decisdes clinicas e as dindmicas
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de poder entre os diferentes atores envolvidos. Modolo, Carvalho e Dias (2023) indicam que a
incorporagio da IA promove uma automacio algoritmica do saber-poder médico, na qual
sistemas de machine learning passam a operar como autoridades algorimicas. Esses sistemas nio
apenas auxiliam, mas, em certos contextos, prescrevem condutas de maneira automatizada e
com reduzida mediagio humana.

Esse contexto evidencia que, embora a inteligéncia artificial ofereca ganhos relevantes
de eficiéncia e precisio, sua implementagio no campo da satide exige salvaguardas regulatérias
e diretrizes éticas robustas. Tais mecanismos sdo fundamentais para assegurar que a tecnologia
atue como instrumento de apoio a decisdo, preservando a dignidade humana e a autonomia
profissional frente a crescente governanga do cuidado por indicadores algoritmicos (Van Kessel
et al., 2025).

No plano normativo, a Organizacio Mundial da Satde estabelece um conjunto de
principios orientadores para o uso da IA em satde. Dentre essas destacam-se a autonomia
humana, o bem-estar e a seguranca, a transparéncia e explicabilidade, a responsabilizagio
(accountability), a equidade e a sustentabilidade. Esses principios tornam-se centrais diante do
fato de que muitos modelos operam com elevada opacidade deciséria, o que pode comprometer
a confianga, a seguranca clinica e a legitimidade do cuidado caso n3o sejam submetidos a regras
claras e mecanismos de governanga efetivos (Wang et al.,2025).

Nessa perspectiva, a governanga de dados configura-se como requisito estrutural, uma
vez que a coleta, combinacio e reutilizacdo de dados clinicos e comportamentais ampliam riscos
de violagdo de privacidade, function creep e usos secundérios nio previstos. Diante disso, tornam-
se necessarios arranjos institucionais capazes de equilibrar o interesse publico, a protecdo de
direitos fundamentais e a qualidade dos dados. Diante disso, relatérios internacionais enfatizam
a necessidade de estruturas robustas de governaca para lidar com a interconexio e circulagio de
dados em satde na era digital (Wieczorek et al., 2023).

A responsabilizacdo é insepardvel da governanca da IA em sadde e constitui seu eixo
central. Contudo, a literatura converge ao afirmar que a prestacio de contas nio se resolve por
aprimoramentos técnicos isolados. Ela exige arranjos institucionais que assegurem atribui¢io
clara de papéis, rastreabilidade das decisdes, critérios de validagio e monitoramento continuo.
Ademais, requer niveis adequados de transparéncia capazes de retirar os sistemas da condicdo
de “caixa-preta” e delimitar responsabilidades legais e morais em caso de dano (Conceicdo et

al., 2025; Elias et al., 2023).
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Nesse contexto, propostas recentes defendem a tradugio de principios éticos em
procedimentos operacionais verificiveis, como auditorias, documentacdo sistemitica, critérios
de qualidade e validagdo prospectiva. Essas abordagens incluem também a vigilincia continua
dos sistemas ao longo de seu ciclo de vida. Alem disso, a adogio de padrdes dinimicos que
assegurem transparéncia quanto a origem dos dados, a validacio algoritmica e ao
monitoramento permanente é apontada como estratégia fundamental para preservar a
autonomia clinica e mitigar riscos em contextos de alta criticidade assistencial (Wang et
al.,2025).

Diante disso, ha evidéncias de que uma governanga eficaz da inteligéncia artificial em
satide requer coordenagio multissetorial, envolvendo reguladores, servicos de satde, inddstria,
academia e sociedade civil. Essa articulagdo é fundamental para enfrentar riscos como viés
algoritmico, discriminagio, opacidade e indefini¢io de responsabilidades. Com isso, a
responsabilizacio ética configura-se como uma agio coletiva e institucional continua, que
supera a légica de “correcdo técnica” isolada e reconhece os desafios éticos como problemas
sociotécnicos complexos que demandam intervencdes estruturais permanentes (Ning et al.,
2024; Wieczorek et al., 2023).

Sob a perspectiva sociotécnica, a centralidade dos dados na satde digital tende a deslocar
o cuidado para regimes de dataficacdo e vigildncia, & medida que sensores, plataformas e
sistemas de inteligéncia artificial ampliam o monitoramento e a inferéncia sobre condutas.
Leituras criticas da vigildncia digital indicam a transi¢do de formas de controle
predominantemente espaciais para légicas em rede, distribuidas e tecnomediadas. Nesse
contexto, o cuidado é reconfigurado como um processo ubiquo e ininterrupto, sustentado por
infraestruturas que convertem corpos, afetos e praticas cotidianas em fluxos continuos de dados
passiveis de gestdao (Modolo; Carvalho; Dias, 2023).

Esse deslocamento manifesta-se de forma particularmente evidente no self-tracking, cuja
literatura identifica, simultaneamente, oportunidades de empoderamento e bem-estar. Ao
mesmo tempo, sio apontadas preocupacdes éticas relevantes, como privacidade e vigilincia,
controle e mercantilizagio dos dados, danos mediados por informacdo, problemas de
interpretabilidade, impactos nas relacdes consigo e com os outros, além de desafios regulatérios.
Esses achados reforcam que a ética nio constitui um apéndice do desenvolvimento tecnolégico,
mas um componente estrutural da arquitetura de governanca do ecossistema digital em satde

(Wieczorek et al., 2023).
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Desta maneira, os resultados discutidos indicam que a inteligéncia artificial na satde
digital, a0 mesmo tempo em que amplia capacidades diagndsticas e assistenciais, reconfigura
relagdes de poder, saber e controle. A superagio dos riscos identificados exige uma abordagem
ética interdisciplinar, ancorada em governanca democritica de dados, fortalecimento da
regulagio publica e reafirmacio do cuidado como priética relacional, e ndo apenas como processo

algor{tmico.

s. CONCLUSAO

A anilise desenvolvida ao longo do artigo demonstra que a inteligéncia artificial na
satde digital opera em um campo de tensdo permanente entre a ampliacdo das capacidades de
cuidado e a intensificacdo de regimes de vigilincia algoritmica. Embora sistemas baseados em
IA contribuam para diagnésticos mais rdpidos, monitoramento continuo e gestio eficiente de
populacdes, esses avancos nio sio neutros. Os resultados evidenciam que tais beneficios estio
intrinsecamente associados a processos de dataficacdo, automacio deciséria e redistribuicio
assimétrica de poder entre pacientes, profissionais, institui¢cdes e corporagdes tecnoldgicas.

Nesse sentido, o conceito de panéptico digital mostrou-se um eixo analitico fecundo para
compreender a reorganizagio das praticas de cuidado por métricas, scores e padrées normativos.
Esse processo desloca a centralidade da experiéncia subjetiva do adoecimento e tensiona a
dimensdo relacional da clinica. A vigilincia algoritmica, frequentemente naturalizada por
discursos de eficiéncia, prevencdo e autocuidado responsdvel, revela-se como um dispositivo
tecnopolitico que promove autogerenciamento, autovigilincia e medicalizacdo ampliada da vida
cotidiana.

Os achados também indicam que os desafios éticos da IA em satide nio podem ser
reduzidos a falhas técnicas ou limitagdes algoritmicas. Questdes como opacidade deciséria, viés,
discriminagio, uso secundirio de dados e indefini¢io de responsabilidades exigem estruturas
robustas de governanca de dados e mecanismos claros de responsabilizagio. A literatura
converge ao afirmar que a accountability em satde digital depende de arranjos institucionais,
coordenacdo multissetorial e tradugio de principios éticos em procedimentos verificiveis, como
auditorias, valida¢do prospectiva e monitoramento continuo.

Deste modo, a incorporagdo eticamente sustentdvel da inteligéncia artificial na satde
exige o fortalecimento da participagdo social e a centralidade do paciente. Essa abordagem

reafirma o cuidado como prética ética e politica, recusando sua redu¢do a um mero processo
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algoritmico. Porém, superar os riscos associados ao pandptico digital requer reconhecer a IA
como um fendmeno sociotécnico complexo, de modo que a inovagio tecnoldgica sirva ao

cuidado e n3o 4 normalizaco e ao controle permanente dos sujeitos.
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